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Vijay presents: Check how far we can get towards a common protocol today?

Charts from the chairs: Information Disclosure is either P2P Related or ISP related

include some mapping of different approaches (4 ellipses)
Jon encouraged people to solve this: in the IETF it’s all about consensus
- Example: IMPP: 9 Proposals (incl. AOL, …) ( ended in two WGs XMPP and SIMPLE: better than before, but not sufficient for end users

Stefano: IETF should work on a protocol, and not on a solution. Any protocol should support both extremes.

Bruce ?? (Cisco): H1H2 approach seems right on target. Key is to have incentives for both. This requires some negotiation on capabilities.
Anja: ALTO is not limited to p2p, but also useful for systems downloading content from different locations. There are more opportunities.

Richard Y.: Information Disclosure is not the problem; even piecewise disclosure offers no privacy

Anja: ISP can put randomized components in information.

Stas: many ALTO queries may allow learning of the topology

Anja: There are many ways to re-engineer network topologies

Stas: ISPs offering a simple file know what they are disclosing. Might be less the case for other approaches.
Anja: ISP would like to give different information to different peers

Bruce: Avoid deadlock situation. Allow the protocol to express what is in the different proposals. (Ellipse 4 in Vijays chart)

Stas: even some piece of ISP information would already be useful.

Jon: Stas, do you object against a protocol, which would allow ISP to record peer lists?
Stas: Might be already a problem for users if the protocol would allow that. But don’t know yet. It’s a matter of perception.

Anja: Can imagine of many applications, using either H1 oder H2.

Martin: H12 allows setting the bar, what has to be disclosed.

?? (guy sitting left to Stas): The more information you are willing to disclose, the better ALTO could work. Let user decide how much they want to disclose.

Stas: BitTorrent users are already fine with the performance. ISPs have the transit problem.

Anja: There are performance gains for BT.
Martin: There could be different service models: e.g. flatrate as long as you stay in the network

Stas: How is this detected by the application? ALTO ranking won’t help here.

Anja: If users don’t want to disclose, the do not have to.

Stas: Then the function will be off by default.
Richard Y.: Has done some analysis, which shows that H1 does not allow any network privacy

Anja: Disagree, could easily counter with other study.

Richard Y.: And H2 leads to high request rates on the ALTO server

Bruce: Should have some consensus calls on some well defined questions:
Hum: should we hum on the question: “Support for a full-range protocol?”: rough consensus
Hum: Negotiation mechanism for full-range protocol useful: No consensus (leaning towards negative)

Final presentation: ?? China Telecom Guangzhou Institute

DNS based IP location service

It’s about determining, where a peer belongs to.

GeoPriv WG did some relevant work

Differences to GeoPriv work: Simpler because it only about IP addresses

Binary presentation of location

Using a new domain called nl.arpa

Question Richard W.: Static DNS

Answer: Special DNS servers are required

